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Newsletter for June 2015
I appreciate receiving your comments on this newsletter and any suggestions for future topics.  If there is someone you know who would be interested in receiving this newsletter, please feel free to forward the newsletters to them, or forward their e-mail address to me and I will include them in the distribution of future newsletters. If you wish to remove your name from distribution of this newsletter, please respond via e-mail.  Please see “Contact Us” at bottom for e-mail address for feedback, comments and removal from distribution.
To keep this newsletter relatively short, this is intended to be a broad overview of issues for physical asset management, rather than a comprehensive discussion of the topic.
This month’s newsletter is from Ben Stevens.  Ben can be reached at: StevensB@kingston.net 

If you have any questions or topics you would like to have us discuss, please send them to me.
I have had been a recent career change, and am no longer providing management consulting services under the Asset Management Solutions banner.  However Ben and I would like to continue to share our knowledge and insights through this newsletter, therefore we will continue to publish the AMS newsletters.  We have a number of readers worldwide and feel we have been providing a useful service to those who might otherwise want or need the alternate insights provided.  As a result, the Asset Management Solutions web site is being revised to be dedicated to newsletters and information only with no intended marketing content, but that effort is not finished in time for the publishing of this newsletter, but on the list of projects to be done.
Note to Canadian subscribers:  With the recent change in anti-spam legislation, we are required to ask you to opt-in to confirm your wish to continue to receive our newsletter.  However, as we have never tracked the Canadian subscribers from our international ones, I am uncertain as to how to identify the Canadian subscribers who did not opt-in.  As noted in the first paragraph above of all the newsletters, please contact us to have your name removed from the distribution list.  We have honoured all past requests for removal and will continue to do so in the future.

	The Internet of Things – What will it do, and how should we prepare?

From embedded sensors to wearables, from better connectivity to the cloud; the Internet of Things (IOT) is gaining lots of attention throughout our maintenance world.  Judging by the publicity, it will not only have a huge impact on the way we build and maintain reliability, but is already happening as we speak.  First, let’s look at what it is.

In summary, it will consist of:

· Many sensors collecting data about the status and condition of assets 

· Transmission of that data back to “home base”

· The interpretation of that data against standards

· The transmission back to the asset or to the asset’s owner of a condition summary, plus (potentially) instructions changing the mode of operation or initiate maintenance.

So far, nothing revolutionary – not much different from what many companies are already doing.  The big change will be in the scope of application – Gartner and Cisco are talking about multiple billions of sensors within the next few years.  The starting points were bar-codes, RFID, Electronic Product Codes and similar techniques that we are all familiar with.  As the cost of the sensors, the speed of the data acquisition and transfer, and the “everywhereness” of the internet access all increased, so the ability to smartly interpret the data and send results back to the point of origin has also increased.  Big Data is the result.  And out of big data comes the opportunity to do faster and more precise analysis of asset conditions and trends.

Jeff O’Brien of Maintenance Assistant Inc., writing in Plant magazine in January 2015, suggested 7 ways in which the IOT will improve how we manage assets:

1. Greater adoption of predictive maintenance.

2. Real time data analysis.

3. Accurate performance metrics. 

4. Automatic software upgrades.

5. Recommended repair actions.
6. Tighter parts and inventory control. 

7. Remote assets management.
All of these are very positive – in remote assets for example, condition monitoring of bridges, towers, transmission lines, water and sewer lines, etc., all become readily achievable.  And generally much cheaper!   Real time data analysis should help us to see degradation in our assets before serious damage occurs; and we could all use help in managing our spares!  (e-mail me if you would like a copy of Jeff’s article).

As we should expect, nothing comes easy – and a fully functioning IOT to solve our most difficult problems will not happen overnight and be trouble free.  How should we prepare?

First and foremost we need to address the question of security of data.  Our contracts with suppliers of equipment and services need to be as specific as possible about it.  If data is to be transmitted, then we need to know who takes responsibility for that transfer, what security features are in place and what are the security guarantees provided by the supplier.  And in the event of a data breach, what indemnification against loss is being provided.  

But even before that, we should ask the basic questions:

· What knowledge do we need about our assets?
· What added value does our organization gain through this knowledge?
· And therefore what data do we want to collect?
· What data about our assets are we prepared to transmit and therefore subject to potential loss – what can we afford our competitors to know about us?
Closely related to this question, we need to be very clear about the ownership of the data that is being collected; and if the supplier owns it, just what will they do with it and how will it affect my business?  On the subject of maintaining privacy of the individual and the organization, the approach recommended in a recent IEEE report focuses on three areas – specific user consent to the collection and transmission of data, freedom of choice to accept or reject the data collection, and anonymity for the originator of the data.

Behind these questions lies the potential of being hacked or the data being compromised and control of the assets being taken over by others – either deliberately or accidentally.  Thinking about the risks before committing will save much cost and anguish later!

Remember also that all the sensors will be software-controlled, and the analytics behind the scenes will be software-controlled.  Who manages and controls the upgrades to this software, and who gets to pay for it?  Are these software packages interfacing with our own internal programs – and are they compatible?  If performance metrics are being prepared, are they compatible with our current KPI’s (Key Performance Indicators, are the methodology and the data definitions sound?

One of the more exciting and challenging opportunities lies in the recommendations of changes in the operating and maintenance of the assets, and the capability to effect the changes remotely.  Anyone who works in a control room knows how frequently the current condition monitoring systems give us an “alert” status – and how frequently we choose to ignore it as being inconsequential.  What happens when we cede the control to a remote data analytics centre?  So we must make sure that any maintenance actions proposed add value to our business rather than to our suppliers’ business.

Retrofitting sensors to existing assets will be a very expensive process.  The life cycle of these assets may be seriously changed – lengthened if retrofitted, shortened through obsolescence if no retrofit is possible.  How is our asset planning and life-cycle costing affected?

And finally, we should consider the changes in the cost and availability of the internet connections.  The potentially massive increases in the volume of data being transmitted will have an impact – best to figure that out before committing.

All in all, the IOT will give us the ability to utilise exciting new techniques and ideas; our working lives will change (again!).  Human stress comes more from loss of control than any other single factor.  Embracing the IOT will bring huge benefits, but only if we manage its introduction and use it with sufficient forethought.

Comments welcomed as always, please send me your questions to StevensB@kingston.net 

	Upcoming

Please advise me, if there are other topics on maintenance management, project management, or physical asset management issues that would you would find of interest.
The 2015 version of PEMAC’s (Plant Engineering and Maintenance Association of Canada) MainTrain conference will be held in BC.  For more information, see: www.MainTrain.ca.   

	Contact Us

To provide feedback on this newsletter, including comments on past articles, ideas for future articles, add names for other interested colleagues or friends (please copy them with your request), or to remove your name from distribution of this newsletter, please e-mail me at len@asset-management-solutions.com.  

Please feel free to contact us to discuss any of your physical asset management issues.  See our web site at: http://www.asset-management-solutions.com for other information and past Asset Management Solutions newsletter. 
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